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PREFACE

Graph Exploitation Symposium

The GraphEx Symposium brought together leading experts from universities, industry, and government to explore the state of the art and define a future road map in network science. The event was limited to a small group of invited attendees. The symposium took place at the MIT Endicott House.

Symposium Highlights

The two-day technical program topics of interest included:

- Modeling noise, uncertainty and interference
- Multi-modal and heterogeneous networks
- Algorithms and processing architectures for large-scale data
- Models and techniques for dynamic graphs
- Analysis of hidden and covert communities
- Network visualization and visual analytics
- Implications of adversarial settings for future research

Group Photograph of the GraphEx Symposium attendees
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| 03 | Protecting Networks from a Strategic Adversary ................. | P. Basu ....................................... | BBN Technologies |
| 04 | Human Dynamic Dark Networks (HDDN) ............................. | L. Li .......................................... | MIT Lincoln Laboratory Analytics |
| 05 | Streaming Graphic Analytic Algorithms .......................... | S. Smith .................................... | MIT Lincoln Laboratory DARPA's HIVE Challenge |
| 06 | Distributed Particle Filters: Stability Results .................. | M. Rabbat .................................... | McGill University and Graph-Based Compression of Weighted Particle Clouds |
| 07 | Influence Maximization on Complex Networks .................... | A. Sathanur .................................. | Pacific Northwest National Laboratory with Intrinsic Nodal Activation - Methods and Applications |
| 08 | Graph Partitioning Using Random Walks: ........................... | L. Orecchia .................................. | Boston University A Convex Optimization Perspective |
| 09 | Motif-Driven Graph Analysis ........................................... | B. Tsourakakis ............................ | Boston University |
| 10 | Banquet Speaker .......................................................... | D. Lazer ..................................... | Northeastern University The Prevalence and Mechanisms of Spread of Fake News* |

*Presentation not included in proceedings.*
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<table>
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</tr>
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<tr>
<td>02</td>
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<td>J. Ugander</td>
<td>Stanford University</td>
</tr>
<tr>
<td>03</td>
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<td>A. Volfovsky</td>
<td>Duke University</td>
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</table>
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